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PRIVACY POLICY 

 
  
We care about your privacy 
 
BUNKER is committed to transparency and being a trustworthy provider. In that sense, we think 
caring about your private information is a key part to maintaining your trust, our most valuable 
asset.  
 
This Privacy Policy was created to be clear about the way we gather, use and store your nonpublic 
personal data and other types of personal information (“Personal Information”). We think this may 
help you exercise your privacy rights. 
 
Introduction 
 
Smartadvisor LLC (and/or its affiliates, hereinafter “BUNKER”, “we”, “us” and/or “our”) offers an 
automated investment service (the “Services”). Our website (“Site”) and online contents are solely 
intended to inform you about our product offering and our credentials.  This Privacy Policy 
describes how BUNKER treats your Personal Information when you use or evaluate our 
Site, App and/or Services. 
 
Why? Financial companies choose how they share your personal information. Federal law 

gives consumers the right to limit some but not all sharing. Federal law also requires 
us to tell you how we collect, share, and protect your personal information.  Please 
read this notice carefully. 

What? The categories of information we collect depend on whether you are a current or 
former user, and/or client. 
The types of personal information we collect and share depend on the product or 
service you have with us. This information can include:  

● Name, telephone number 
● Social Security number, ID or taxpayer identification number 
● Home address or e-mail address 
● Assets, income and financial information 

When you are no longer our customer, we continue to share your information as 
described in this document. 

When? Examples of instances when we collect Personal Information include: 
● when you answer questions on the Site (or in the App if applicable) to 

determine what kind of portfolio we might recommend if you were to become 
a client, 

● when you register to open an account either as a user or a client, 
● when you contact our client service organization with questions, or 
● when you become a client. 

How? All financial companies need to share customers’ personal information to run their 
everyday business. In the section below, we list the reasons financial companies can 
share their customers’ personal information; the reasons they choose to share it; and 
whether you can limit this sharing. 
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Reasons we can share your personal information 
 

Does 
BUNKER 
share? 

Can you 
limit this 
sharing? 
 

For our everyday business purposes —  
Such as to process your transactions, maintain your account(s), 
respond to court orders and legal investigations, or report to 
credit bureaus. This includes sharing of information with non-
affiliates that provide processing, consolidation, and/or 
operational services, among others, in connection with 
functions handled by us that assist us in servicing your account 
better. 

Yes No 

For our marketing purposes — 
To improve your customer experience and offer our Services 
and products to you. Also, to help you evaluate our Services, 
offer you new products or services, enhance our Services, and 
for research and internal analysis. 

Yes No 

For joint marketing with other financial companies No We don’t 
share 

For our affiliates’ everyday business purposes — 
Information about your transactions and experiences. 

No We don’t 
share 

For our affiliates’ everyday business purposes — 
Information about your creditworthiness 

No We don’t 
share 

For our affiliates to market to you No We don’t 
share 

For non-affiliates to market to you No We don’t 
share 

 
Please note: If you are a new customer, we can begin sharing your information within thirty (30) 
days from the date we sent this notice. When you are no longer our customer, we continue to 
share your information as described in this notice. However, you can contact us any time to limit 
our sharing. 
 
Who we are 
 
Who is providing 
this notice? 
 

Smartadvisor LLC, a Delaware limited liability company. 

What we do 
 
How does 
BUNKER protect 
my personal 
information? 

To protect your personal information from unauthorized access and use, 
we use security measures that comply with applicable law. This includes 
physical security measures and access only to employees or 
subcontractors who need to access the data for specific reasons, which 
will be subject to confidentiality clauses. BUNKER takes reasonable 
steps, endeavoring to use appropriate technical or organizational 
measures, to protect your Personal Information from loss, misuse, 
unauthorized access, alteration, disclosure, or destruction. However, no 
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Internet, email, or electronic operating system that enables the 
transmission of data is ever fully secure or error-free; therefore, we 
cannot ensure or warrant the security of any information you transmit to 
us. 
 

How may BUNKER 
collect my 
personal 
information? 

1. Automatic Data Collection. We may collect certain information 
when you use our Services. This information may include your 
Internet protocol (“IP”) address, cookie identifiers, mobile carrier, 
mobile advertising and other unique identifiers, details about 
your browser, operating system or device, location information, 
Internet service provider, pages that you visit before, during and 
after using the Services, information about the links you click, 
and other information about how you use the Services. 
Information we collect may be associated with accounts and 
other devices. 
 

2. Anonymized or Aggregated Information. Bunker’s Site and App 
may record certain anonymized or aggregated information about 
your use or evaluation of our Services. 
Anonymized or aggregated information is used for a variety of 
functions, including the measurement of Users’ and Clients' 
interest in and use of various portions or features of the Site and 
App. Anonymized or aggregated information is not Personal 
Information, and we may use such information in a number of 
ways, including internal analysis and research. We may share this 
information with third-parties for our purposes in an anonymized 
or aggregated form that is designed to prevent anyone from 
identifying you. 

 
3. Cookies and Pixels. Similar to other consumer internet services, 

Bunker uses cookies, a small piece of computer code that 
enables our Web servers to “identify” Users and Clients, each 
time they initiate a session on our Site. A cookie is set in order to 
identify you and tailor the Site to you. Cookies do not store any 
of the Personal Information that you provided to us; they are 
simply identifiers. You may delete cookie files from your hard 
drive at any time through your browser settings. However, 
cookies may be necessary to provide access to much of the 
content and many of the features of the Site. 
 

4. Pixel Tags. Along with cookies, we may use “pixel tags,” also 
known as “web beacons,” which are small graphic files that allow 
us to monitor the use of our Sites. A pixel tag can collect 
information such as the IP address of the computer that 
downloaded the page on which the tag appears; the URL of the 
page on which the pixel tag appears; the time the page 
containing the pixel tag was viewed; the type of browser that 
fetched the pixel tag; and the identification number of any cookie 
on the computer previously placed by that server. 
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5. Site and App Activity. BUNKER may also use third-party tracking 
technology, such as Google Analytics, to record similar 
information regarding you and your activity on our Site and App. 
 

6. “Do Not Track” Technology. We do not collect Personal 
Information about your online activities over time and across 
different websites or online services. Therefore, our Site does not 
respond to Do Not Track (“DNT”) signals. We do not knowingly 
authorize third-parties to collect Personal Information about your 
online activities over time and across different websites or online 
services. 

 
7. Surveys. We may contact you to participate in surveys. If you 

decide to participate, you may be asked to provide certain 
information which may include Personal Information. 

 
Why can’t I limit 
all sharing? 

Federal law gives you the right to limit only 
● sharing for affiliates’ everyday business purposes— information 

about your creditworthiness 
● affiliates from using your information to market to you 
● sharing for non-affiliates to market to you 

State laws and individual companies may give you additional rights to 
limit sharing. 
 

Definitions 
 
Affiliates Companies related by common ownership or control. They can be 

financial and non-financial companies. 
 

Non-affiliates Companies not related by common ownership or control. They can be 
financial and non-financial companies. 
 

Joint marketing A formal agreement between non-affiliated financial companies that 
together market financial products or services to you. 
 

 
 
Other important information 
 
We recognize that you have entrusted us with your private financial information, and we will do 
our utmost to maintain this trust. From time to time, we may amend our privacy policy. You will 
receive appropriate notice when our privacy policy changes as required by applicable law. 
 
Notice regarding PHISHING SCAMS 
Due to the increasing risk of identity theft, Bunker is providing you with this notice regarding 
phishing scams. Phishing is a fraudulent activity in which one attempts to obtain sensitive 
information by masquerading as a trustworthy institution. These attempts are typically carried 
out by an email containing a link to what appears to be an authentic website. These counterfeit 
sites prompt you to enter your personal information, which the thieves can then use to access 
your accounts. Note that Bunker will NEVER send an email requesting sensitive information 



 

 5 

such as your password. If you receive a suspicious email request purporting to be from Bunker, 
DO NOT RESPOND and notify us immediately by emailing hello@bunkerinvest.us. 
 

 
Opt Out 
 
If after reviewing this Privacy Policy, you would like to submit a request, opt-out or you have 
any questions or privacy concerns, please contact us by email at hello@bunkerinvest.us.       
 
If at any time in the future, it is necessary to disclose any client personal information in a way 
that is inconsistent with this policy, we will give our clients advance notice of the proposed 
disclosure so that they will have the opportunity to opt out of such disclosure. 
 

 
Acknowledgment  
 
By using our Site or App and accessing a copy of our Privacy Policy, you acknowledge and 
understand our current practices as it relates to information about you that we may share with 
others. 
 

 
 
 
 
 
 
 
 
 
 

 

 

 

 

 

 

 

      

 


